      Users in your company report someone has been calling their extension and claiming to be doing a survey for a large vendor. Based on the questions asked in the survey, you sus- pect that this is a scam to elicit information from your company’s employees. What best describes this?

Step 1: Answer with Explanation

Answer: vishing

Explanation:

Voice phishing, sometimes known as "vishing," is the practise of scamming people over the phone by luring them into disclosing personal information. According to this definition of vishing, the attacker tries to obtain the victim's data and utilise it for personal gain, usually financial gain.

Step 2: Explanation for incorrect option

A malicious email spoofing assault called spear phishing targets a particular company or person in an effort to gain unauthorised access to confidential data.

Spear phishing is frequently used in targeted attack campaigns to access a person's account or impersonate a particular person, such as a high-ranking official or someone engaged in sensitive business operations.

War dialling is the practise of automatically calling a large number of phone lines using a variety of technologies, typically to identify weak points in an IT security architecture. To find unsecured modems, hackers frequently utilise war dialling software, sometimes known as "war dialers" or "demon dialers."

Robocalls are phone calls placed automatically or that have a message delivered by a taped or synthetic voice. Unfortunately, technological advancements now make it easier and more affordable than ever to make faked and unlawful robocalls from anywhere in the world.